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tests, including copying records, to de-
termine compliance of an airport oper-
ator, aircraft operator, foreign air car-
rier, indirect air carrier, or other air-
port tenants with—

(1) This part, parts 107, 109, 129, and
191 of this chapter and any security
program approved under those parts;
and

(2) 49 U.S.C. Subtitle VII, as amend-
ed.

(b) At the request of the Adminis-
trator, each aircraft operator shall pro-
vide evidence of compliance with this
part and its security program, includ-
ing copies of records.

(c) The Administrator may enter and
be present within secured areas, AOA’s,
and SIDA’s without access media or
identification media issued or approved
by an airport operator or aircraft oper-
ator, in order to inspect or test compli-
ance, or perform other such duties as
the Administrator may direct.

(d) At the request of the Adminis-
trator and the completion of SIDA
training as required in a security pro-
gram, each aircraft operator shall
promptly issue to a FAA Special Agent
access and identification media to pro-
vide the FAA Special Agent with
unescorted access to, and movement
within, areas controlled by the aircraft
operator under an exclusive area agree-
ment.

§ 108.7 Falsification.
No person may make, or cause to be

made, any of the following:
(a) Any fraudulent or intentionally

false statement in any application for
any security program, access medium,
or identification medium, or any
amendment thereto, under this part.

(b) Any fraudulent or intentionally
false entry in any record or report that
is kept, made, or used to show compli-
ance with this part, or to exercise any
privileges under this part.

(c) Any reproduction or alteration,
for fraudulent purpose, of any report,
record, security program, access me-
dium, or identification medium issued
under this part.

§ 108.9 Security responsibilities of em-
ployees and other persons.

(a) No person may tamper or inter-
fere with, compromise, modify, at-

tempt to circumvent, or cause a person
to tamper or interfere with, com-
promise, modify, or attempt to cir-
cumvent any security system, meas-
ure, or procedure implemented under
this part.

(b) No person may enter, or be
present within, a secured area, AOA,
SIDA, or sterile area without com-
plying with the systems, measures, or
procedures being applied to control ac-
cess to, or presence in, such areas.

(c) No person may use, allow to be
used, or cause to be used any airport-
approved or aircraft operator-issued
access medium or identification me-
dium that authorizes the access, pres-
ence, or movement of persons or vehi-
cles in secured areas, AOA’s, or SIDA’s,
in any other manner than that for
which it was issued by the appropriate
authority under this part, or part 107
or part 129 of this chapter.

(d) The provisions of this section do
not apply to persons authorized by an
airport operator, aircraft operator, or
foreign air carrier in accordance with
its security program, or by the Admin-
istrator to conduct inspections for
compliance with this part, part 107, or
part 129 of this chapter, or 49 U.S.C.
Subtitle VII, while they are conducting
inspections.

Subpart B—Security Program
§ 108.101 Adoption and implementa-

tion.
(a) Full program. Each aircraft oper-

ator shall carry out Subparts C and D
of this part and shall adopt and carry
out a security program that meets the
requirements of § 108.103 for any of the
following operations:

(1) A scheduled passenger or public
charter passenger operation with an
aircraft having a passenger seating
configuration of more than 60 seats.

(2) A scheduled passenger or public
charter passenger operation with an
aircraft having a passenger seating
configuration of less than 61 seats
when passengers are enplaned from or
deplaned into a sterile area.

(b) Private charter program. Each air-
craft operator shall carry out § § 108.201,
108.207, 108.209, 108.213, 108.215, 108.217,
108.219, 108.229, 108.233, 108.235, 108.303,
and 108.305 and shall adopt and carry
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